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A formal definition of web services as provided by W3C web service architecture working group is as follows, “a software application identified by a URI, whose interfaces and bindings are capable of being defined, described, and discovered as XML artifacts. A Web service supports direct interactions with other software agents using XML-based messages exchanged via Internet-based protocols.” Refinements to the formal definition mandate the service description to be WSDL (web services description language) document and the underlying protocol be SOAP-XML. XML and WSDL together provide a service oriented architecture for B2B applications by decoupling a service interface from its implementation and platform requirements, which in turn promotes cross language and platform interoperability. Key participants of the service web service architecture include a service requestor, service provider and a directory agency. The provider creates a service description using WSDL which explains the interface i.e. the operations it provides along with the input/output messages for each operation. The service provider also provides the physical network message details along with the ultimate destination for each message, which is utilized by the service requestor to bind to the desired service. The service provider then publishes a WSDL document to a directory agency. The directory agency maintains a registry (such as UDDI) where the different services descriptions and their WSDL documents can be classified for the service requestor to search using various search criteria. Once the requestor discovers the desired service, it may use the information obtained from the directory agency to utilize the services provided by the service provider. 
Fulfilling the Web Service Promise
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For the web service architecture to be a success, many standards and specifications need to be developed for interoperable products to exist. A conceptual web service stack has been developed which has 3 sections i.e. one section corresponding to each role (interact, description, discovery agency) in the web service architecture. Below mentioned are the different sections and the layers within along with their responsibilities in the conceptual stack.
The wire section: Deals with the technologies required to transport messages from requestor to service provider. There are 3 layers within this section. 

Transport layer: Addresses network connectivity utilizing the universally used TCP IP protocol.

Packaging layer: Defines the encoding of payload data into messages, to be sent over transport.
Extension layer: Defines extensions to feature set in the form of headers. This layer must support XML. SOAP and HTTP are the general choice of this layer today, which determine how clients access the service.

The description section: Describes the web service, its interface, how to access, message formats etc. There are 9 layers within this section.

Policy layer: Describes service specific information e.g. classification & security requirement.
Presentation layer: Describes how to generate user interface from a web service.

Implementation layer: Describes the message format for each operation offered by the service.

Interface layer: Describes the interface for the requestor to access the offered services.

XML schema: The implementation and interface layers utilize the underlying XML schema.

Composition layer: Describes grouping, containment, dependencies and parent-child relations.

Orchestration layer: Describes operation ordering, workflows and business processes.

Service level agreement layer: Describes performance, usage and expected service levels.

Business level agreement layer: Describes the contract between two business partners.

The Discovery section: Describes how web services can be published for the requestors to discover. There are 3 layers within this section. 

Discovery layer: Provide the means for a requestor to discover the service e.g. file or search.

Publish layer: Makes a service description available to the requestor.
Inspection layer: Provides inspection of sites for the description of hosted/published services.

The layers of security, management and quality of service overarch every layer of the stack. These layers together with the layers of the mentioned sections form the infrastructure to be used by B2B, grid computing and enterprise integration applications. 
W3C web service architecture working group is working to provide the standards for the web services architecture with interim drafts available these days due to the open working style of the group. W3C has standardized TCP-IP, HTTP and SOAP for the wire stack; these technologies are widely used and have runtimes available for many languages and platforms. As SOAP evolves further additional binding are being developed for message based middleware technologies to preserve the decoupled nature of XML and SOAP. W3C Web Services Description Working Group is working on the next version of WSDL. The present version of WSDL provides standard interface, description and address of a service. The policy layer is yet to be standardized but could be satisfied by the WS-policy specifications. OASIS Web Services for Remote Portlets (WSRP) and Web Service for Interface Applications (WSIA) technical committees are working jointly to specify the user interface. The Business Process Execution Language for Web Services (BPEL4WS), WS-Coordination, and WS-Transactions specifications together have been proposed at the orchestration and composition layers. Standardization is yet to begin for the service level agreement specifications and contract description for web services. At the Discovery agency stack, UDDI is used for publishing and discovery. WS-Inspection defines a document format to describe active discovery by registries. At present the standardization process for UDDI has bee started at OASIS but the process has not been initiated for WS-Inspect. WS-Security defines the end to end security model for web services. Six additional specifications i.e. Web service end-point model (WS-Policy), a trust model (WS-Trust), a privacy model (WS-Privacy), secure conversations (WS-SecureConversation), federated trust (WS-Federation), and authorization (WS-Authorization) specifications define the security model. WS-Security is being standardized at OASIS. The Management concern is being defined in both the W3C and at OASIS. The W3C Web Services Architecture Working Group is defining the set of components of the Web services architecture that are to be managed in addition to the types of manageability information they will need to support. Meanwhile, the OASIS Web Services Distributed Management Technical Committee is defining how to access management data for any managed resource using Web services technology. Specifications for QoS are focused around reliable messaging approaches e.g. HTTP-R, WS-Reliability, and WSLA with no definite standards till date. For the interoperability front WS-I.org defines “profiles” for set of specifications, sample code, testing tools and materials. The initial profile, the WS-I Basic Profile, requires support of WSDL 1.1, SOAP 1.1, HTTP1.1, SSLv3, and UDDI 2.0. 
Though, lot many standards are yet to be developed, web services provide a good means for application integration. There are many products available to in the market that support web services, showing that the market is ahead of the standards process, which point towards the promising future of web services. 




Critical Questions.

1. Who is overlooking the working of the various groups which are working independently to standardize different layers of the proposed web services stack to ensure compatibility and compliance?

2. Would it be advisable for an organization to deploy/invest in products which were developed using an interim draft when standards are not available and specifications are subject to change?
3. What criteria are W3C and OASIS using for declaring a particular specification a standards, when various specifications have been developed and submitted by different groups and organizations to be standardized.
