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Middleware Services for P2P Computing in Wireless Grid Networks – Junseok Hwang, Praveen Aravamudham
Summary:

The authors describe the problems in running Grid based computing over mobile devices and then propose a middleware structure to enable mobile devices to provide a scalable grid computation platform.
The major differences between traditional and wireless grid computing are the variable b/w, uncertain availability and small processing power of wireless devices. Often these devices are themselves incapable of running the middleware platform’s components hence the authors propose a proxy based system to take the load off the devices. 

Their middleware architecture ‘SIGNAL’ addresses the issues of device heterogeneity, low b/w and high latency, extended periods of disconnection, device power consumption and software interoperability. 
The working of the Proxy is explained. It will do the job scheduling and reservation and cancellation of resources. The component that manages the overall resources like I/o b/w, battery power, CPU cycles and memory is called the Mobile Analyzer and is the key component. The proxy and devices will communicate using SOAP and use the GSS APIs for authentication. Data pre-fetching and caching is used extensively to counter the volatility of the connection speed and the availability of mobile devices. A distributed registry approach is used to maximize the ease of service discovery.

Next the authors state that the QoS implementation for wireless grids will be more complex w.r.t. wired QoS and the major tasks identified are: Reservation and allocation of computational resources, adaptation to varying n/w conditions, negotiation of QoS parameters, security, termination of active data exchange sessions. Job scheduling is a complex task due to the varied ownership of resources and the different operational rights over them. They have devised a ‘Bandwidth Broker’ concept to facilitate resource allocation functions. 
In the future the authors plan on research focusing on security and trust issues, economic principles that make P2P viable, scalability issues and secure service interconnection issues. 

Strengths:

· The authors are very clear about the processing limitations of the mobile devices.
· This paper rightly identifies Security and trust management as significant issues in the widespread use of wireless grids. 
· The concept of a bandwidth broker is a valuable addition in this context since b/w is the major factor different in wireless grids from wired grids.
· The authors do a good job of identifying the QoS parameters as they apply differently to wireless devices.

Weaknesses:

· Authors have explained how some of the issues of middleware architecture will be handled by SIGNAL but they fail to cover how the Battery Consumption and the Software interoperability issues will be solved.
· The authors do not mention who will own and run the proxies.

· The authors completely neglect the commercial aspects of the wireless grid like who will be the service requesters, who will provide or control and administer it and how will they pay for it.

· The authors tend to overstate the security issue in the specific context of wireless grids since traditionally the grid computing resources are not used for any sensitive processing.

Critical Questions:

1 The authors state in their introduction that their middleware architecture could give mobile devices the power of Supercomputers. But do we really need these mobile devices to behave like supercomputers, where are the applications to run on them? And to justify the cost of this middleware deployment and operation.
2 On one hand we have the mobile h/w industry doing all that they can to increase the battery life and reduce power consumption of mobile devices to increase the available times between recharges. Why would a device user allow his device to be used for grid computation when it steals away his most precious resource.. battery power and hence available uptime?
3 Agreed that security is a big issue with wireless devices in general, but why be so focused on security for a grid application which traditionally do not run security sensitive applications? By taking security as one of the issues, authors are increasing the complexity of the already complex issues of implementing wireless grids and making implementation more remote.
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