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Wireless Middleware: Glue for the Mobile Infrastructure – Steven J. Vaughan-Nichols
Summary:

The author presents an overview of the role of middleware in mobile computing and presents the state of development of the various associated technologies.
The complexity and spread of mobile devices has highlighted the need for effective communication medium that goes across many platforms. Wireless middleware provides this functionality. It handles device recognition, data format conversion and database connectivity. 
Middleware helps avoid ‘proprietary lockout’ that hurts the consumers the most. It also can provide the users roaming across various network types.

Wireless Middleware detects the device types and network types, finds out all their capabilities and decides the best means to use all this information. It provides common APIs so that developers have a common set of APIs to use. 
Wireless Access Gateway is one technique of implementing Wireless Middleware. Middleware also uses P2P and web services so that it can set up direct communication between devices. This is a powerful new idea. 

It also provides the following functions: Queuing of messages (important for unreliable connections), Content Transformation (formats and sizing of screens and data), Optimization (compression and other techniques to optimize wireless resources) and Seamless Roaming.

Middleware can be classified into the following types: Device Level middleware (centered around certain types of devices), Carrier Level (used by telecom carriers to aid in communication for devices running on their networks), Application integration type (allows legacy databases and other traditional systems to interact with wireless), stand alone v/s hosted middleware (depends on where it is hosted.. at user location or provider location).

Ideally we should have middleware that can provide total interoperability across all wireless technologies. But currently there is no such product in the market. This is one concern. Security is another, so providers are including encryption and authentication. But it is an evolving field hence some glitches are expected. The industry is growing rapidly though and we can expect the promising new technologies to be bought up by large players.
Strengths:

· This is a good ‘overview’ type paper. Gives a quick grasp of the middleware functionality and current state of affairs.
· The importance of middleware is highlighted very well.

· The description of middleware technology and the functionality and classification of the middleware types is explained very well and makes the concepts very clear.

· Concerns highlighted are valid ones.
Weaknesses:

· It is not a technical paper and half the things it says are already knows to any student of Computer Science.

· The paper tends to avoid depth in most places and does not present any ideas.

· It tends to be purely descriptive and nothing new or original is proposed.

· Does not describe any individual products and their qualities. At least a couple of industry leaders should have been mentioned.

· Business models should have been discussed a little more. How the middleware will work is one thing and how it will be sold is another important area that should not be ignored.

Critical Questions:

1 The wireless middleware field seems to be facing the same challenges that any evolving field faces. Standardization issues! All the big players have learnt this lesion after burning their fingers at other technologies. What are they doing to avoid it in this case?
2 Accepting the fact that current technologies do not provide universal connectivity, which one of the current product comes closest to that and is likely to be accepted as mainstream? What are the promising ones?
3 Stand alone v/s hosted middleware are two interesting business models for providing middleware services. Which of these seems more suitable to the industry and what is likely to be the dominant model? Why?
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